
Useful Links for Parents
Here are some website and resources that 
you can look at for more information 
about how to keep your child safe online. 

UK Safer Internet Centre
Lots of information about parental controls 

and safety tools on social networks. 

www.saferinternet.org.uk/parents 

Childnet
This website has a range of detailed 

information on online safety topics. 

www.childnet.com

Keeping Under Fives Safe Online

Here you will find information and top tips 

about how to keep young children safe 

online. 

www.childnet.com/resources/keeping-

under-fives-safe-online 

NSPCC

The NSPCC has partnered with O2 to 

provide and online safety helpline for 

parents. Contact them on: 08008005000

Our Techno Poem

Listen up to our big bro 
He’s a small Dino and his name’s Techno.
He has four rules that you need to know
So come on, off we go!

First things first
Be kind online. 
Don’t bully anyone
That’s not fine. 

If I see something
And I’m unsure.
Always show and tell an adult 
They’ll know the cure. 

If I talk to someone
When I’m online.
I don’t share private things 
They’re just mine. 

If I see a pop up
And it won’t go away.
Show and tell an adult
They’ll help me every day. 

Thank you Techno 
For teaching me these rules.
I’ll stay safe online
And won’t be a fool. 

Read this if you want to help keep your 

child safe! 
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What we are learning in 
school.

Techno’s Advice 
In school our Online Safety Mascot 

Techno has four rules to help to keep us 

safe. These rules are very important so 

follow them carefully. 
We asked some children in our school 
what they are doing online that their 
parents mightn’t know about. 
Here are their answers:

Games/Gaming:
Gaming online with strangers.
Downloading games for free.

Videos:
Watching unfiltered YouTube and Netflix 
videos.

Social media:
Using overage websites and social media 
sites.
Sending pictures via social media.
Seeing scam pop up adverts.

Did you know?
You can filter Netflix and video sites to be 
child friendly!

Keep it private:
You can have certain privacy settings so 
your children cannot add strangers.

It’s Time to Talk
Do you have an internet safety plan at home? 

Here are our top five suggestions for rules that 
you could put in place for your child’s safety.

1.  Do you know who your child is playing with 
online? If not, ask them and make sure to go 
through their contacts or friend lists every 
now and then.

2. What apps is your child downloading? Make 
sure you know what age rating the app is for. 
Explain why they can or can’t download the 
app.

3. Are you using child filters? Go into settings and 
download child filters onto your device.

4. Do you know how long your child is using their 
device each day? Set a time limit for how long 
your child is allowed to use their device on a 
daily basis.

5. Does your child know what to do if they are 
upset or confused online? Talk to them and 
explain that they should ALWAYS SHOW AND 
TELL AN ADULT!

Stay Safe!

What do 
you do online at 

home?


